Firefox CAC Setup Instructions
This guide requires you to have ActivClient installed.  In addition, please complete the Machine Setup instructions for loading DoD Certificate Authorities.
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1. Open Firefox.  Click the three parallel lines and then click Options as shown above.
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2. Click Advanced.
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3. Click the Security Devices button under the Certificates tab.
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4. Next, click the Load button.
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5. Type “CAC Reader” in the Module Name field and click the Browse button.
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6. Navigate to one of the following:

· 32 bit Windows Computer with ActivClient 6.2.0.x (32 bit) navigate to: C:\Program Files\ActivIdentity\ActivClient\acpkcs211.dll. You can also try the “acpkcs201-en6.dll” file.
· 64 bit Windows Computer with ActivClient 6.2.0.x & 7.0.2.x (64 bit) navigate to C:\Program Files(x86)\ActivIdentity\ActivClient\acpkcs211.dll
NOTE:  If the Module filename does not work, try removing the entire path in the Module filename field and leave only the “acpkcs211.dll” portion of the file name.
CAC Login Instructions 
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1. Begin by accessing the Wide Area Workflow e-Business Suite home page and click the Certificate Login button as shown above.
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2. Enter your PIN and click the OK button.
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Choose a certificate to present as identification:

Actividentity ActivClient 0:MARTY.LAURA.2001425474's UsS. Government ID Certficate [05:35:F0]
"Details of selected cemficate

Issued to: CN=MARTY.LAURA.2001425474,0U=USA,0U=PK],0U=DoD,0=Us. Govermment,C=US
Serial Number: 05:35:F0

Valid from 1/6/2015 13:00:00 PM to 2/13/2017 13:00:00 PM

Certificate Key Usage: Signing Non-repudiation
Issued by: CN=DOD JITC CA-29,0U=PK],0U=DoD,0=US. Government,C=US
Stored in: Actividentity ActivClient 0





3. Choose a certificate to present as identification from the dropdown and click the OK button.
